
 

PRIVACY POLICY 
HAVYN SA 

 

Date of issuance: August 27, 2019 
 

PREAMBLE 
 
Havyn SA, CHE-199.436.996, Avenue Reverdil 4-6, 1260 Nyon, Switzerland (hereinafter: the           
“Organiser”) understands that the collection of Personal data involves a great deal of trust on your                
part. We take this trust very seriously and make it our highest priority to ensure the security and                  
confidentiality of the Personal data you provide us with. 
 
This is why we implemented privacy by design and privacy by default standards and undertake to                
store your Personal data in a secured way as well as to process your Personal Data with all                  
appropriate care and attention in accordance with the Federal Data Protection Act (RS 235.1), the               
Ordinance on the Federal Data Protection Act (RS 235.11) and, where applicable the European              
Regulation 2016/679 “General Data Protection Regulation” (hereinafter: the “GDPR”).  
 
The Personal data that we collect from you shall be obtained, processed and transmitted in               
compliance with applicable data protection legislation, notably GDPR, where applicable. 
 
This Policy is in addition to any specific policies concerning specific products or services. 
 
Capitalized terms not defined in this Policy have the meanings set forth in the Terms. 
 
Please read this Policy carefully to understand our policies and practices regarding your Personal data               
and how we will treat and process them.  
 
By visiting the Website as a Visitor and/or subscribing for an Event as an Applicant and/or participating                 
to an Event as an Attendee you Consent to the practices described below. 
 
Please refrain from visiting the Website as a Visitors, do not subscribe to an Event as an Applicant                  
and/or do not participate to an Event as an Attendee if you do not accept this Policy and/or the Terms. 
 

*** 

DEFINITIONS 
 
Applicant shall mean any person subscribing on the Website to participate to the            

Event as an Attendee, whether or not this person finally receives an            
invitation from Organiser and/or participate to the Event. 

 
Attendee shall mean a person registered to an Event and having received an            

invitation from Organiser. 
 
Consent shall mean any freely given, specific, informed and unambiguous indication          

of which the Data subject, by a statement or by a clear affirmative action,              
signifies agreement to the processing of Personal data relating to him. 
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Cookie(s) means a piece of information that is placed automatically on your           
computer’s hard drive when you access the Website(s) and which is listed            
in the Cookie policy. The Cookie uniquely identifies your browser to the            
server. Cookies allow the Organiser to store information on the server (for            
example language preferences, technical information, click or path        
information, etc.) to help make the Website’s experience better for you and            
to conduct Website analysis and Website performance review. 

 
Data portability shall mean the right of the Data subject to receive its Personal data in a               

structured, commonly used and machine-readable format and the right to          
transmit those data to another controller without hindrance from the          
Organiser. 

 
Data subject shall mean the natural or legal persons whose data is processed, i.e. in the              

context of this Policy the Visitor, the Attendee and the Applicant. 
 
Event shall mean an invitation only event organized by Organiser. 
 
Event Content shall mean the content made available by Organiser to Attendees in the            

course of the Event, except Speaker Content. 
 
Event Rules shall mean the rule of any Event set forth in Section 5 below. 
 
Force 
Majeure Event shall mean by an act or event, whether or not foreseen, that: (i) is beyond               

the reasonable control of, and is not due to the fault or negligence of              
Organiser, and (ii) could not have been avoided by such Organiser’s           
exercise of due diligence, including, but not limited to, a labor controversy,            
strike, lockout, boycott, transportation stoppage, action of a court or public           
authority, fire, flood, earthquake, storm, war, civil strife, terrorist action,          
epidemic, inability to obtain raw materials, supplies or equipment through          
its usual and regular sources, or any act beyond Organiser’s control. 

 
Organiser shall mean Havyn SA, CHE-199.436.996, Avenue Reverdil 4-6,        

1260 Nyon, Switzerland. 
 
Payment data shall mean data relating to your means of payment, including by credit card             

(bank references, name of the owner of the account, card number,           
expiration date, etc.). 

 
Payment provider shall mean Stripe Inc., 510 Townsend Street, San Francisco, CA 94103,           

United States of America. 
 
Personal data shall mean any information relating to an identified or identifiable natural           

person; an identifiable natural person is one who can be identified, directly            
or indirectly, in particular by reference to an identifier such as a name, an              
identification number, location data, an online identifier or to one or more            
factors specific to the physical, physiological, genetic, mental, economic,         
cultural or social identity of that natural person. 

 
Policy shall mean this privacy policy of the Organiser. 
 
Processing shall mean any operation with Personal data, irrespective of the means           

applied and the procedure, and in particular the collection, storage, use,           
revision, disclosure, archiving or destruction of data. 
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Recipient shall mean a natural or legal person, public authority, agency or another            
body, to which the Personal data are disclosed, whether a third party or             
not. 

 
Sensitive data shall mean data revealing racial or ethnic origin, political opinions, religious           

or philosophical beliefs, trade union membership or activities, genetic data          
or biometric data processed for the purpose of uniquely identifying natural           
person, data concerning health or data concerning a natural person's sex           
life or sexual orientation, data on the intimate sphere, social security           
measures, and data on d. administrative or criminal proceedings and          
sanctions 

 
Speaker shall mean a speaker, presenter, moderator or performer in any Event           

organized by Organiser. 
 
Speaker Content shall mean any presentation, content (slides, powerpoint, keynote, etc.),         

information or statement made, shared, displayed, streamed, live        
streamed, broadcasted, synchronized or communicated by a Speaker        
during any Event organized by Organiser. 

 
Terms shall mean the terms and conditions for the subscription to an Event of the              

Organiser. 
 
Visitor shall mean any person visiting the Website(s). 
 
Website(s) shall mean the website of the Organiser and/or any website specific to an             

Event.  
 
Website(s) Content shall mean all features, texts, designs, layouts, wireframes, software,         

information, documents (including these GTC, Terms and Policy) or         
content displayed on and/or technical information associated with the         
Website(s). 

 
1. ACCEPTANCE 

 
By visiting the Website as a Visitor and/or subscribing for an Event as an Applicant and/or participating                 
to an Event as an Attendee and/or disclosing Personal data as a Speaker or a prospective Speaker                 
you Consent that the Organiser may collect and process a certain number of Personal data that relate                 
to you. 
 
The Policy details the conditions at which, we may collect, keep, use and save information that relates                 
to you, as well as the choices that you have in relation to the collection, utilization and disclosure of                   
your Personal data. 
 
By visiting the Website, by subscribing to an Event, by participating to an Event and by disclosing your                  
Personal data with the Organiser, you acknowledge that you have read and understood this Policy and                
Consent to be bound by it and to comply with all applicable laws and regulations. You also                 
acknowledge that the Organiser may collect different kind of Personal data depending if you are a                
Visitor, an Applicant, an Attendee or a Speaker. 
 
The Organiser may modify this Policy from time to time and will post the most current version on the                   
Website. You will be notified by email of any amendment or new version of the Privacy Policy and be                   
required to accept them/it.   
 

2. PROCESSING OF PERSONAL DATA 
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The Organizer processes Personal data that it obtains from the Applicants, the Attendees, the Visitors               
and/or third parties acting on their behalf. 
 
In addition, Organiser may also process Personal data of prospective Speakers and Speakers and              
Personal data that it obtains from publicly accessible sources (e.g. press, Internet) or that is               
legitimately transferred to it by third parties. 
 
The Organiser collects Personal data in the following way: 
 

● electronically when you browse the Website; 
● electronically when you subscribe to an Event through the application form; 
● electronically when you communicate Personal data required by us before participating to an             

Event; and 
● on paper when you communicate Personal data required by us during an Event; 
● through Cookies in accordance with our Cookie policy. 

 
The Organiser collects Personal data from the following sources: 
 

● yourself, e.g. when you browse the Website as a Visitor, when you fill in the application form                 
to participate to an Event and/or when you participate to an Event; and 

● publicly accessible sources; and 
● third parties acting on your behalf or not. 

 
3. PURPOSE OF PROCESSING OF PERSONAL DATA 

 
The main reasons why we collect Personal data about you are: 
 

● to improve the Website Content; 
● to identify your needs and target them; 
● to enable you to enjoy and easily navigate the Website; 
● to inform you about upcoming Events; 
● to promote Events; 
● to organize Events; 
● to allow you to apply to an Event as an Applicant; 
● to allow you to participate to an Event as a Speaker or an Attendee; 
● to send you our newsletter, provided you do not subscribe to it; and 
● to offer you other services, especially but not only financial products services, wealth             

management services, advisory services and/or distribution of investments services. 
 
The Personal data will be freely provided by you to the Organiser or collected automatically through                
Cookies while using the Website, in accordance with this Policy. In addition to the information               
contained in this Policy, the Website may provide Data subject with additional and contextual              
information concerning the Processing of specific Personal data. 
 
We may supplement information you provide with information received from third parties. 
 
Personal data transmitted to the Organiser by you and/or by third parties may be hosted by the                 
Organiser or a third party of its choice subject to the same privacy obligations and the same level of                   
Personal data protection as applicable in Switzerland. 
 

4. TYPE OF PERSONAL DATA PROCESSED 

 
A. In general 
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Your Consent to this Policy followed by your submission of Personal data represent your agreement to                
the Processing of Personal data by the Organiser as described in this Policy. 
 
Please note that the provision of your Personal data as described in the sections below may be                 
mandatory in order for the Organiser to be able to provide you with the functionality of the Website and                   
especially with the possibility to subscribe for and participate to an Event. 
 

B. Visitor information 

 
When you browse the Website as a Visitor, the browser used on your computer or mobile device                 
automatically sends information to the server of our Website, which temporarily stored this information. 
 
As a Visitor, you Consent that we use the following Personal data you provide by browsing the                 
Website in order to improve the Website Content and to enable you to enjoy and easily navigate the                  
Website: 
 

● name and URL of the retrieved file; 

● date and time of retrieval; 

● transferred amount of data; 

● message about successful retrieval (HTTP response code); 

● browser type and version; 

● operating system; 

● referrer URL (i.e. the previously visited website); 

● websites accessed by the visitor’s system through our Website; 

● Internet service provider of the Visitor; and 

● IP address and the requesting provider. 

 
(hereinafter: the “Visitor information”). 
 
As a Visitor of the Website, you hereby Consent that the Organiser is entitled to Collect and Process                  
such Visitor information. 
 

C. Applicant information 

 
Applicant who desires to participate to an Event shall provide the Organiser with the following               
Personal data: 
 

● first name; 

● last name; 

● job title; 

● email; 

● phone number; 
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● LinkedIn profile; 

● the company you work for; 

● your answer to the question “Are you a TR Platinum Partner?”; 

● your answer to the question “Are you already invested in digital assets?”; 

● you answer to the question “Where have you first heard of the Swiss Finance Summit (invite                
code)?”; 

● if you want to receive updates regarding the Swiss Finance Summit; and 

● Interest about Event. 

(hereinafter: the “Applicant information”). 
 

By submitting such Applicant information to the Organiser, you hereby Consent that the latter is               
entitled to Collect and Process your Applicant information for the purpose of reviewing your application               
and to inform you about future Events and include you within the newsletter mailing list provided you                 
subscribe to it. 
 
As an Applicant, you understand and accept that if your application is accepted by the Organiser you                 
will be allowed to participate to the Event for which you have applied. Thus, you will become an                  
Attendee and the Organiser may ask you to provide it with other Personal data. 
 

D. Attendee information 

Once the Organiser accepts that the Applicant participates to an Event, this latter becomes an               
Attendee. 
 
Attendee shall provide the Organiser with the following additional Personal data: 
 

● Picture; 

● Nationality; 

● Country of residence; and 

● Birthday. 

 
(hereinafter: the “Attendee information”). 
 
By submitting such Attendee information to the Organiser, you hereby Consent that the latter is               
entitled to Collect and Process your Attendee information for the purpose of preparing your              
participation to the Event (including reproducing your Personal data on your badge), to inform you               
about future Events and include you within the newsletter mailing list, provided you subscribe to it. 
 
As an Attendee, you Consent that we will use the following Personal data you provide to us in order to                    
allow you to participate to the Event you applied for and to organize you journey to the Event, including                   
by transferring your Personal data to our partners providing accommodation and travel services. 
 
As an Attendee, you understand and accept that, before, during and after the Event, the Organiser                
may ask you to provide it with other Personal data. 
 

E. Speaker information 
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Speakers who desires to participate to an Event shall provide the Organiser with the following               
Personal data: 
 

● First name; 

● Last name; 

● Title; 

● Email; 

● Phone number; 

● LinkedIn profile; 

● Biography; 

● Picture; 

● Profession; 

● Company; 

● Achievements; 

 
(hereinafter: the “Speaker information”). 
 
By submitting such Speaker information to the Organiser, you hereby Consent that the latter is entitled                
to Collect and Process your Speaker information for the purpose of preparing your participation to the                
Event (including reproducing your Personal data on your badge), to inform you about future Events               
and include you within the newsletter mailing list provided you subscribe to it. 
 
As prospective Speakers, you understand and accept that, once you have been chosen by the               
Organiser to participate to an event, you may need to provide the Organiser with other Personal data. 
 
As a Speaker, you Consent that we will use your Personal data and display it publiclypublicy on the                  
Website to promote the Event you will be participating to and to present your profile to Visitors,                 
Applicants and Attendees. 
 

5. USE OF YOUR PERSONAL DATA 
 
The following paragraphs describe the various purposes for which we collect and use your Personal               
data, and the different types of Personal data that are collected for each purpose. 
 
Please note that not all of the uses below will be relevant to every individual. 
 
A. In general 
 
You Consent to the following uses of your Personal data: 
 

● your title, first name and last name are used to properly identify you, to communicate with you                 
and to provide you with an access to the Event; 

 
● your email address is used to communicate with you and provide you with order/request              

confirmation about an Event; 
 

● your telephone information will only be used to contact you rapidly when needed; 
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● your Personal data relating to your professional activity, your place of work, your fields of               
interest, your LinkedIn profile and your areas of expertise are used to enable us to provide you                 
with more relevant information and to better understand your preferences to be able to verify if                
you are eligible to participate to the Event you applied for and if you have sufficient knowledge                 
in the areas discussed during the said Event; 

 
● your answer to the questions if you are a qualified investor and if you have already are                 

invested in digital assets are used to enable us to verify you are eligible to participate to the                  
Event you applied for and if you have sufficient knowledge in the areas discussed during the                
said Event; 

 
● your credit card information will only be used by the Payment provider to enable you to make                 

a payments through the Website. You may save these details, securely, for a later use, but the                 
Organiser does not access to them, Process them nor store them; 

 
● your Personal data will be used in order to provide you with the information for the Event you                  

applied for, to interact with you, including by means of telephone, and to answer to your                
requests. 

 
● by ticking the box “I want to receive updates regarding the Swiss Finance Summit” you               

expressly Consent that we use your Personal data in order to provide you with updated               
regarding the Swiss Finance Summit, among other through our newsletter provided you            
subscribe to it. 

 
You may revoke your Consent at any time for any use of your Personal data by the Organiser. Please                   
note that the withdrawal of your Consent will not affect the lawfulness of the Processing of your                 
Personal data based on your Consent before its withdrawal. 
 

B. Pictures 
 
By participating to an Event, you expressly Consent that we are allowed to use the photographs and/or                 
videos taken at the said Event and on which you appear. These photographs and/or videos may be                 
displayed by us or our partners in future publications or materials connected with the Event as well as                  
on our social media. 
 
You may revoke your Consent at any time. If, during the Event, you do not wish for your image to be                     
displayed by us, please go to the nearest information desk in order for them to be aware of your                   
refusal. 
 

C. Customer service 
 
You Consent that we use your Personal data for customer service purposes, including responding to               
your enquiries. This typically requires the use of certain personal contact information and information              
regarding the reason for your inquiry (e.g. technical issue, question/complaint, general question, etc.). 
 

D. Internal research, analytic, security 
  
You Consent that we use your Personal data, in accordance with applicable laws, for other general                
business purposes, such as conducting internal marketing and demographic studies and measuring            
the effectiveness of advertising campaigns. You Consent that we also use your Personal data for               
security purposes. 
 

E. Legal reasons or merger/acquisition 
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In the event that the Organiser or its assets are acquired by, or merged with, another company                 
including through bankruptcy, we may share your Personal data with any of our legal successors. 
 
We may also disclose your Personal data to third parties (i) when required by applicable law; (ii) in                  
response to legal proceedings; (iii) in response to a request from a competent law enforcement               
agency; (iv) to protect our rights, privacy, safety or property, or the public; or (v) to enforce the terms of                    
any agreement. 
 

6. Payment data 
 
The Organizer does not collect or Process, nor does it have access to, any information provided in                 
relation with the online payments. 
 
However, via the Website you transmit Payment Data. 
 
Credit card payments are processed by the Payment provider in compliance with the PCI-DSS norms. 
 
We do not have access to the credit card numbers. For all credit card payments, the payment service                  
provider uses a secure payment system; this is an SSL secure payment. This payment protocol               
standard is recognized throughout the world for the protection of data transmitted over the internet. It                
is available on practically all browsers. The Payment data which you provide relating to your credit                
card (number, end of validity date, CVM etc.) are encrypted prior to the sending of your post to the                   
payment server. 
 
External payment operators carry out credit card payments. Regarding such data, the general             
conditions and the privacy policy of the payment operators are solely applicable. We do not act as a                  
financial intermediary or as a payment institution for the transactions which take place via the Website,                
said transactions being processed by the Payment provider. 
 
You agree that the Company shall process payments via the Payment provider and that you shall                
transmit to the Payment provider your Payment Data who will be Processing them for the sole purpose                 
of making the transaction. You expressly agree to send your Payment Data to the Payment provider,                
as well as send all information which the latter shall require from you. 
 
You hereby expressly agree to comply with the general conditions of external service provider in               
charge of processing the payment, to pay it the commission provided therefore and to grant it all                 
banking authorizations required to carry out the payment with your credit or banking card. 
 
Your credit card transaction is made at your sole risk. The Company shall in no way or manner be held                    
liable for any delay in the banking authorization relating to your credit card or of any damage or loss                   
which may arise in relation with the transaction made via the Website. 
 

7. STORAGE OF YOUR PERSONAL DATA AND INTERNATIONAL TRANSFERS 
 
By visiting the Website as a Visitor and/or subscribing for an Event as an Applicant and/or participating                 
to an Event as an Attendee and/or disclosing Personal data as a Speaker or a prospective Speaker                 
you acknowledge and agree that Personal data you submit to the Organiser will be processed and                
hosted by the Organiser or a third party of its choice for an indefinite period of time. 
 
Your Personal data will be stored in Switzerland. 
 
The storage as well as the Processing of your Personal data may require that your Personal data are                  
ultimately transferred/transmitted to, and/or stored at, a destination outside of Switzerland, but in a              
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country with at least a similar level of data protection or on the basis of standard contractual clauses or                   
binding corporate rules are implemented by the Organiser.   
 
By accepting the terms of this Policy and ticking the corresponding box, you expressly agree to such                 
transferring, transmission, hosting, storing and/or Processing. You also agree that such activities may             
take place to or in countries offering a similar level of protection than your country of residence or a                   
lower level of protection than your country of residence, provided standard contractual clauses or              
binding corporate rules are implemented by the Organiser and you are provided with sufficient              
information as to the country with a lower level of protection to which your Personal data are to be                   
transferred. 
 
Your submission of Personal data and your explicit Consent to such international transfer represent              
your agreement to such international transfers and hosting abroad as specified above in accordance              
with the terms of this Policy. 
 

1. PERIOD FOR WHICH YOUR PERSONAL DATA WILL BE STORED 
 
In accordance with applicable laws and the principle of proportionality, we will use your Personal data                
for as long as necessary to satisfy the purposes for which your Personal data was collected or to                  
comply with applicable legal requirements. Personal data used to provide you with a personalized              
experience will be kept for a duration permitted by applicable laws. 
 
Invoices and expense claims are kept for 10 (ten) years in our system, for accounting purposes.  
 

 

1. ELECTRONIC COMMUNICATIONS PROTOCOL 
 
In addition to the purposes specified above, you Consent that the Organiser may collect information               
about your use of the Website through electronic communications protocols. The Organiser may             
automatically receive information from you as part of the communication connection itself, which often              
consists of network routing information (where you came from), equipment information (browser type),             
referring site and date and time. Collecting this automatic information helps us customize your              
experience as a Visitor. It allows us to monitor and analyze use of the Website and to increase the                   
Website’s functionality and user-friendliness. 
 
You Consent that the Organiser may re-associate the information provided by the technologies             
described above with your Personal data. 
 

1. SYSTEM LOGS AND MAINTENANCE 
 
For operation and maintenance purposes, you Consent that the Organiser and any third-party services              
may collect files that record interaction with the Website or use for this purpose other Personal data                 
(such as IP Address). 
 

1. COOKIES POLICY 
 
The Website uses Cookies. Please refer to our Cookie Policy in order to know more about the                 
Personal data collected and Processed using Cookies. 
 

10 
 



1. GOOGLE ANALYTICS 
 
Our Website uses Google Analytics, an Internet site analysis service supplied by Google Inc.              
(hereinafter: “Google”). Google Analytics uses cookies which are text files placed on your computer to               
help to analyze the use made of the Website by its users. The data generated by the cookies                  
concerning your use of the Website (including your IP address) will be forwarded to, and stored by,                 
Google on servers located outside of Switzerland. 
  
Google will use this information to evaluate your use of the Website, compile reports on site activity for                  
its publisher and provide other services relating to the activity of the Website and the use of the                  
Internet. Google may release these data to third parties if there is a legal obligation to do so or when                    
the third parties process these data for the account of Google including, in particular, the publisher of                 
the Website. Google will not cross-reference your IP address with any other data held by Google. 
  
You may deactivate the use of cookies by selecting appropriate parameters on your web browser.               
However, deactivation of this kind might prevent the use of certain functions of this site. By using the                  
Website, you specifically Consent to the Processing of your Personal data by Google under the               
conditions and for the purposes described above. 
 
1. SECURITY OF YOUR PERSONAL DATA 
 
The security of your Personal data is extremely important to us. The Organiser Processes your               
Personal data in a proper manner and shall take appropriate technical and organizational measures to               
prevent unauthorized access, disclosure, modification, or unauthorized destruction of your Personal           
data. 
  
The Personal data Processing is carried out using computers and/or IT enabled tools, following              
organizational procedures and modes strictly related to the purposes indicated. In addition to the              
Organiser, in some cases, the Personal data may be accessible to certain types of persons in charge,                 
involved with the operation of the Website (administration, sales, marketing, legal, system            
administration) or external parties (such as third party technical service providers, mail carriers,             
hosting providers, IT companies, communications agencies) appointed, if necessary, as data           
processors by the Organiser. The updated list of these parties may be requested from the Organiser at                 
any time. 
 
To protect your information, the Organiser uses an industry standard security protocol to encrypt the               
transmission of sensitive information between you and our Website. To know if transmissions are              
encrypted, look for the lock on your web browser or check that the URL starts with https://. Please note                   
that the Organiser use an “https// SSL encryption” from Let’s Encrypt, a free, automated, and open                
certificate authority brought by the non-profit Internet Security Research Group (ISRG) seated at             
Letterman Drive 1, Suite D4700, San Francisco, CA 94129. 
 
In the event that your Personal data is unduly accessed, or is reasonably believed to have been                 
unduly accessed, by an unauthorized person and applicable law requires notification, the Organiser             
shall without undue delay, and where feasible, not later than 72 hours after having become aware of it,                  
notify the breach to the competent supervisory authority, unless said breach is unlikely to result in a                 
risk to your rights and freedoms. If the breach is likely to result in a high risk to your rights and                     
freedoms, the Organiser shall communicate this breach to you without undue delay. 
 
Please note that the Organiser will never ask you for your personal details, password or credit card                 
details by email. We advise you to be vigilant and apply caution.  
 
You however acknowledge that the use of the Internet is not safe and that there are certain                 
inherent risks to your Personal data. The Organiser shall make reasonable efforts to protect              
your Personal data but it cannot guarantee or warrant that Personal data you provide to the                
Organiser is safe and protected from unauthorized third-party access and theft and, therefore,             
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waives all liability in this respect. In no event, shall the Organiser be held liable for                
circumvention of any privacy settings, viruses or security measures contained on the Website. 
 

1. ACCESS TO YOUR PERSONAL DATA AND INFORMATION RIGHTS 
 
You have the right to request access to or information about the Personal data related to you which                  
are processed by the Organiser. 
 
Where provided by law, you, your successors, representatives and/or proxies may (i) request deletion,              
correction or revision of your Personal data; (ii) oppose the Personal data Processing; (iii) limit the use                 
and disclosure of your Personal data; and (iv) revoke Consent to any of our Personal data Processing                 
activities, if we are relying on your Consent and do not have another legal basis to continue                 
Processing your Personal data. 
 
The responsibility for your data lies with Havyn SA. You can reach us at: Havyn SA, 4-6 Avenue                  
Reverdil, 1260 Nyon, Switzerland or by sending us an email at the following address              
team@swiss-finance-summit.com attaching a copy of your ID. If the request is submitted by a person               
other than you, without providing evidence that the request is legitimately made on your behalf, the                
request will be rejected. 
 
The request is free of charge unless your request is unfounded or excessive (e.g. if you have already                  
requested such Personal data multiple times in the last twelve months or if the request generates an                 
extremely high workload). In such case, we may charge you a reasonable request fee according to                
applicable laws. 
 
We may refuse, restrict or defer the provision of Personal data where we have the right to do so, for                    
example if fulfilling the request will adversely affect the rights and freedoms of others. 
 
Please note that any information that we have copied may remain in back-up storage for some period                 
of time after your deletion request. Please note that Personal data posted on third party services, such                 
as social networks or Google, are not located on our servers and will, therefore, not be deleted from                  
the Internet by the Organiser. You are free to ask these third parties to delete your Personal data from                   
their devices. 
 

1. PORTABILITY OF YOUR PERSONAL DATA 
 
You also have the right to receive your Personal data, which you have provided the Organiser with, in                  
a structured, commonly used and machine-readable format and have the right to transmit those data               
to another controller without hindrance from the Organiser. 
 
This right can be exercised by writing to us at: Havyn SA, 4-6 Avenue Reverdil, 1260 Nyon,                 
Switzerland, attaching a copy of your ID. If the request is submitted by a person other than you,                  
without providing evidence that the request is legitimately made on your behalf, the request will be                
rejected. 
 
The request is free of charge unless your request is unfounded or excessive (e.g. if you have already                  
requested such Personal data multiple times in the last twelve months or if the request generates an                 
extremely high workload). In such case, we may charge you a reasonable request fee according to                
applicable laws. 
 
We may refuse, restrict or defer the provision of Personal data where we have the right to do so, for                    
example if fulfilling the request will adversely affect the rights and freedoms of others. 
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1. PRIVACY BY DESIGN AND BY DEFAULT 
 
The Organiser will, both at the time of the determination of the means for Processing and at the time of                    
the Processing itself, implement appropriate technical and organizational measures, such as           
pseudonymization, which are designed to implement data-protection principles, such as data           
minimization, in an effective manner and to integrate the necessary safeguards into the Processing in               
order to meet the requirements of the applicable laws and, where applicable, the GDPR and protect                
your rights. 
 
The Organiser will implement appropriate technical and organizational measures for ensuring that, by             
default, only Personal data which are necessary for each specific purpose of the processing are               
processed. This obligation applies to the amount of your Personal data we process, the extent of their                 
Processing, the period of storage and their accessibility. These measures will ensure that by default               
your Personal data are not made accessible without your intervention to an indefinite number of third                
parties. 
 

1. DATA CONTROLLER 
 
The responsibility for your data lies with Havyn SA. You can reach us at: 
 
Havyn SA 
4-6 Avenue Reverdil 
1260 Nyon 
Switzerland 
team@swiss-finance-summit.com 
 
1. EXTERNAL LINKS 
 
If any part of the Website contains links to third party’s sites or pages, those third party’s sites or                   
pages do not operate under this Policy. If you choose to visit third party sites or pages, you will be                    
directed to these third party's sites or pages. We do not exercise control over third party sites and                  
therefore recommend you to examine the privacy statements posted on these other sites or pages to                
understand their procedures for collecting, using, and disclosing Personal data. 
  
We reject any liability relating to the privacy policy in force on said third party’s site, the collection and                   
use of your Personal data by the latter and relating to the contents of said sites (whether the links are                    
hypertext links or deep-links). 
 

1. THIRD PARTY DISCLOSURE 
 
Your Personal data may be accessed and stored as necessary for the uses stated above in                
accordance with this Policy. While the Organiser may share your Personal data with agents and               
contractors, we require that they treat your Personal data, and limit their use, in accordance with the                 
standards specified in this Policy. The Organiser may transfer your Personal data to a third party for                 
hosting or Processing purposes only. 
 
The Organiser may transfer and share your Personal data with other companies of its group, as well                 
as with their suppliers. 
 
The Organiser may also share your Personal data to the following external partners in the               
circumstances below: 
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● Event employees: by participating to an Event, you accept that some of your Personal data               

are shared with the person working within the framework of the Event. 

● Hotel bookings: by participating to an Event, you accept that nominative information are             
provided to local agencies where the Organiser handles hotel bookings for an Event. 

● Attendee representatives: where your registration is handled by someone other than           
yourself, your confirmations to your participation at the Event may be sent to this third party.                
These contain nominative details about you and you Consent that the Organiser is allowed to               
send them to this third party. 

● Travel agency handling flight and hotel bookings on behalf of the Organiser leadership:             
the relevant Personal data is transferred to the travel agency handling these bookings. You              
expressly Consent to this transfer. 

 
In any case where cross-border transfer is done, we ensure that an adequate protection is guaranteed                
for Personal data to be transferred outside of Switzerland and the EEA. In some specific cases when                 
this level of protection is not guaranteed, we will obtain your prior Consent or establish with the                 
Recipient of Personal data a contractual framework or sufficient safeguards that ensure an adequate              
level of protection abroad. You may request access to a copy of these safeguards by contacting us. 
 
In the event we receive Personal data relating to you from third parties, we will take all the necessary                   
steps to contact you and provide you with all the relevant information listed below: 
 

● our identity and contact details; 
● the purposes of the Processing for which your Personal data are intended as well as the legal                 

basis for such Processing;  
● the categories of Personal data concerned;  
● the Recipients or categories of Recipients of the Personal data;  
● if we intend to transfer Personal data to a Recipient in a third country or international                

organization; 
● the period for which the Personal data will be stored; 
● our legitimate interest; 
● your right to request access to and rectification or erasure of your Personal data or restriction                

of Processing of your Personal data and to object to such Processing as well as the right to                  
Personal data portability;  

● if the Processing is based on your Consent, the right to withdraw your Consent at any given                 
time, such withdrawal will however not affect the lawfulness of processing based on Consent              
before its withdrawal;  

● your right to lodge a complaint with a supervisory authority;  
● from which source the Personal data originated and whether it came from publicly accessible              

sources;  
 
You will be provided with the above mentioned information within the following deadlines: 
 

● at the latest within one month after we obtained your Personal data; 
● at the latest at the time of the first communication to you if the Personal data we were                  

provided with are to be used for communication purposes; 
● at the latest when the Personal data are first disclosed, if a disclosure to another Recipient is                 

envisaged. 
 
If we intend to further process your Personal data for a purpose other than that for which your                  
Personal data were obtained, we will provide you with all relevant information as listed above, prior to                 
further process your Personal data.  
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Notwithstanding the above, please note that we do not have to provide you with the above mentioned                 
information where:  
 

● you have already been provided with all the information;  
● the provision of such information proves impossible or would involve a disproportionate effort;  
● obtaining or disclosure is expressly laid down by a law we have to comply with and which                 

provides appropriate measures to protect your legitimate interests; or 
● the Personal data must remain confidential subject to an obligation of professional secrecy             

regulated by law, including a statutory obligation of secrecy.  
  
 
1. COMPLIANCE WITH LAWS AND LAW ENFORCEMENT 
 
The Organiser may share your Personal data to relevant third parties, in particular if we are requested                 
to do so to comply with a court order or law enforcement authorities request, or if we find it necessary,                    
as determined in our sole discretion, to investigate, prevent or take action regarding illegal activities, to                
defend our interest, in case of violations of the Terms and or this Policy or as otherwise required or                   
permitted by law. 
 
1. JURISDICTION AND APPLICABLE LAW 
 
This Policy and all matters arising out of or relating to it shall be governed by the substantive laws of                    
Switzerland and, where applicable GDPR, without regards to principle of conflicts of laws thereof. 
  
Any controversy, claim or dispute between a Data subject and the Organiser arising out of or relating                 
to this Policy shall be subject to the exclusive jurisdiction to the ordinary courts of the seat of the                   
Organiser without prejudice to an appeal to the Swiss Federal Court. 
 
1. CONTACTING US AND RIGHT TO LODGE A COMPLAINT WITH A SUPERVISORY AUTHORITY 
 
We hope to be able to answer any questions or concerns you may have about your Personal Data.                  
Should you have any questions about this Policy, please contact us at: Havyn SA, 4-6 Avenue                
Reverdil, 1260 Nyon, Switzerland, team@swiss-finance-summit.com. You always have the right to           
lodge a complaint with a supervisory authority if you feel your Personal data has been mishandled or if                  
we failed to meet your expectations. You are encouraged to contact us about any complaints or                
concerns but you are entitled to complain directly to the relevant supervisory authority. 
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